ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:

Records are maintained in lockable metal file cabinets in lockable rooms and in password-protected automated systems. Access is restricted to individuals whose duties require access to the records. File cabinets and rooms are locked during non-duty hours.

RECORD ACCESS PROCEDURES:

Individuals wishing to request access to records about them should contact the System Manager. Individuals must furnish their full name in order for their records to be located and identified. Individuals wishing to request access to records must comply with the FLRA’s Privacy Act regulations regarding access to records (5 CFR 2412.5).

CONTESTING RECORD PROCEDURES:

Individuals wishing to request an amendment to their records should contact the System Manager. Individuals must furnish their full name in order for their records to be located and identified. Individuals requesting amendment must also follow the FLRA’s Privacy Act regulations regarding amendments to records (5 CFR 2412.10).

NOTIFICATION PROCEDURES:

Individuals inquiring whether this system contains information about them should contact the System Manager. Individuals must furnish their full name in order for their records to be located and identified. Individuals making inquiries must comply with the FLRA’s Privacy Act regulations regarding existence of records (5 CFR 2412.4).

EXEMPTIONS PROMULGATED FOR THE SYSTEM:

Pursuant to 5 U.S.C. 552a(j)(2), records in this system are exempt from the provisions of 5 U.S.C. 552a, except subsections (b), (c)(1) and (2), (e)(4)(A) through (F), (e)(6), (7), (9), (10), and (11), and (i), to the extent the system of records relates in any way to the enforcement of criminal laws.

Pursuant to 5 U.S.C. 552a(k)(2), the system is exempt from 5 U.S.C. 552a(c)(3), (d), (e)(1), (e)(4)(G), (H), and (I), and (f), to the extent the system of records consists of investigatory material compiled for law enforcement purposes, other than material within the scope of the exemption at 5 U.S.C. 552a(j)(2).

These exemptions are set forth in the Authority’s Privacy Act regulations, 5 CFR part 2412, as amended; see 5 CFR 2412.16.

HISTORY:

This system of records was last published at 56 FR 33291 (July 19, 1991).

Notice of New System of Records
Freedom of Information Act Request and Appeal Files, FLRA/Internal-17.

SECURITY CLASSIFICATION:

Not applicable.

SYSTEM LOCATION:

FLRA Headquarters and Regional Offices and the Environmental Protection Agency’s National Computer Center located at 109 T.W. Alexander Drive, Durham, NC 27709.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:


PURPOSE OF THE SYSTEM:

To provide the public with a single location to submit and track FOIA requests and appeals filed with the FLRA, to manage internal FOIA administration activities, and to collect data for annual reporting requirements to the Department of Justice.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

All persons requesting information or filing appeals under the Freedom of Information Act.

CATEGORIES OF RECORDS IN THE SYSTEM:

A copy of each Freedom of Information Act (FOIA) request received by the FLRA and a copy of all correspondence related to the request, including the requesters’ names, mailing addresses, email addresses, phone numbers, Social Security Numbers, dates of birth, any aliases used by the requesters, alien numbers assigned to travelers crossing national borders, requesters’ parents’ names, user names and passwords for registered users, FOIA tracking numbers, dates requests are submitted and received, related appeals, and agency responses. Records also include communications with requesters, internal FOIA administrative documents (e.g., billing invoices) and responsive records.

RECORD SOURCE CATEGORIES:

Information in this system of records is provided by FLRA employees and FOIA requestors.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND PURPOSES OF SUCH USES:

In addition to the disclosure generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, these records or information in these records may be used pursuant to 5 U.S.C. 552a(b)(3):

a. To disclose pertinent information to the appropriate Federal, State, or local agency responsible for investigating, prosecuting, enforcing, or implementing a statute, rule, regulation, or order, when the FLRA becomes aware of an indication of a violation or potential violation of civil or criminal law or regulation.

b. To provide information to a congressional office from the record of an individual in response to an inquiry from that congressional office made at the request of that individual.

c. In an appropriate proceeding before a court, grand jury, or administrative or adjudicative body, when the FLRA determines that the records are arguably relevant to the proceeding, or in an appropriate proceeding before an administrative or adjudicative body when the adjudicator determines the records to be relevant to the proceeding.

d. To a Federal, State, local, or foreign agency or entity for the purpose of consulting with that agency or entity to enable the FLRA to make a determination as to the propriety of access to or correction of information, or for the purpose of verifying the identity of an individual or the accuracy of information submitted by an individual who has requested access to or amendment of information.

e. To a Federal agency or entity that furnished the record or information for the purpose of permitting that agency or entity to make a decision as to access to or correction of the record or information, or to a federal agency or entity for purposes of providing guidance or advice regarding the handling of particular requests.

f. To a submitter or subject of a record or information in order to obtain assistance from the FLRA in making a determination as to access to or amendment.

g. To a Member of Congress or staff acting upon the Member’s behalf when the Member or staff requests the information on behalf of, and at the request of, the individual who is the subject of the record.

h. To disclose information to the National Archives and Records Administration, the Office of Government Information Services (OGIS), to the extent necessary to fulfill its responsibilities in 5 U.S.C. 552(b), to review administrative agency policies,
POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:

- FOIA records are maintained for three years or longer, in accordance with item 001 of General Records Schedule 4.2 as approved by the Archivist of the United States. Disposal is by shredding and/or by deletion of the electronic record.

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:

- Computer records are maintained in a secure, password-protected computer system. Paper records are maintained in secure offices or lockable file cabinets. All records are maintained in secure, access-controlled areas or buildings.

RECORD ACCESS PROCEDURES:

- Individuals wishing access to records about them should contact the System Manager. Individuals must furnish the following information for their records to be located and identified:
  a. Full name.
  b. Approximate date of FOIA request or appeal.

- Individuals requesting access must comply with the FLRA’s Privacy Act regulations regarding access to records (5 CFR 2412.5).

CONTESTING RECORD PROCEDURES:

- Individuals wishing to request amendment of records about them should contact the System Manager. Individuals must furnish the following information for their records to be located and identified:
  a. Full name.
  b. Approximate date of FOIA request or appeal.

- Individuals requesting amendment must follow the FLRA’s Privacy Act regulations regarding amendment of records (5 CFR 2412.10).

NOTIFICATION PROCEDURES:

- Individuals wishing to determine whether this system of records contains information about them should contact the System Manager. Individuals must furnish the following for their records to be located and identified:
  a. Full name.
  b. Approximate date of FOIA request or appeal.

- Individuals making inquiries must comply with the FLRA’s Privacy Act regulations regarding the existence of records (5 CFR 2412.4).

EXEMPTIONS PROMULGATED FOR THE SYSTEM:

- None.

RESCINDMENT OF A SYSTEM OF RECORDS NOTICE

SYSTEM NAME AND NUMBER

FLRA/INTERNAL–4–Applicants for Employment Records.

SYSTEM MANAGER:

Director, Human Resources Division, Federal Labor Relations Authority, 1400 K Street NW., Washington, DC 20424.

HISTORY:

This system of records was last published at 45 FR 85316 (Dec. 24, 1980).

RESCINDMENT OF A SYSTEM OF RECORDS NOTICE

SYSTEM NAME AND NUMBER


SYSTEM MANAGER:

Director, Human Resources Division, Federal Labor Relations Authority, 1400 K Street NW., Washington, DC 20424.

HISTORY:

This system of records was last published at 45 FR 85316 (Dec. 24, 1980).

RESCINDMENT OF A SYSTEM OF RECORDS NOTICE

SYSTEM NAME AND NUMBER

FLRA/INTERNAL–7–Employee Incentive Award and Recognition Files.

SYSTEM MANAGER:

Director, Human Resources Division, Federal Labor Relations Authority, 1400 K Street NW., Washington, DC 20424.

HISTORY:

This system of records was last published at 45 FR 85316 (Dec. 24, 1980).

RESCINDMENT OF A SYSTEM OF RECORDS NOTICE

SYSTEM NAME AND NUMBER

FLRA/INTERNAL–8–Employee Assistance Program Records.

SYSTEM MANAGER:

Director, Human Resources Division, Federal Labor Relations Authority, 1400 K Street NW., Washington, DC 20424.